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1.	Introduction
1.1	This Schedule sets out what we and our Buyers want.
1.2	The Supplier must only provide the Deliverables for the Filter Categories to which they have been selected as part of their RM6095 Selection Questionnaire (SQ). 
1.3	For all Filter Categories and/or Deliverables, the Supplier must help Buyers comply with any specific applicable Standards of the Buyer.
[bookmark: _30j0zll]1.4	The Deliverables and any Standards set out below may be refined (to the extent permitted and set out in the Order Form) by a Buyer during an Order Procedure to reflect its Deliverables Requirements for entering a particular Order Contract.
2.	Specification
2.1 	CCS priorities
2.1.1	Crown Commercial Service (CCS) has three strategic priorities;
· Maximising Commercial Benefits 
· Focus on the Customer (Contracting Authorities) 
· Strengthening the UK Economy through Effective Policy Delivery
The Gigabit Capable Connectivity DPS will have a positive impact on all three of these priorities. 
2.2 	Basic Scope of Service Types 
[bookmark: _heading=h.17dp8vu]2.2.1	As documented by the DPS Appointment Form the Supplier has demonstrated that they can provide at least one of the following three Service Types for the purposes of this DPS Contract:

[bookmark: _heading=h.3rdcrjn]Service Type 1 - Broadband Connectivity Services
Service Type 2 - Infrastructure Build Services 
[bookmark: _GoBack]Service Type 3 - Managed infrastructure Service

2.3	Service Filters 
2.3.1	The Supplier shall be eligible to supply Deliverables within the scope of those Filter Categories to which it is appointed as detailed by the DPS Appointment Form. The Filter Category system is detailed at Annex 1 – Gigabit Capable Connectivity Products and Services Matrix:
2.3.2	The filters consist of three (3) distinct categories: 

1. Service Type 

2. Accreditation Type 

3. Geographical Location (based on postcode and radius for service delivery)

2..3.3	Within the filters for the Service Type and Accreditations Type there is a second level of identification required, described in further detail below:
	Service Type – Level 1
	Service Type – Level 2

	Service Type
	Broadband Connectivity Services

	
	Infrastructure Build Services

	
	Managed Infrastructure Services



	Accreditation Type - Level 1
	Accreditation Type - Level 2

	Accreditation Type 
	PSN (Public Services Network) Compliance

	
	HSCN (Health and Social Care Network) Compliance

	
	Cyber Essentials Plus

	
	CAS-T (Commodity Assured Service for Telecoms)



3.	Mandatory Service Requirements
The following section sets out service requirements that must be satisfied by any Service supplied by Suppliers under the three Service Types;
3.1 Service Type 1 –Broadband Connectivity Services
3.1.1	General requirements
a. The intent of this Service Type is to provide the Buyer with reliable and predictable connectivity to the internet at each relevant Buyer Site.
The Supplier shall be responsible for the provision of a business-class broadband service to the Buyer Site or Sites as specified in the relevant Order Contract
b. The Supplier shall deliver the Broadband Connectivity Services in such a way as to support a Buyer’s needs to access a wide range of managed wide area network services including but not limited to VPN tunnels, cloud applications, , business class video conferencing, Citrix services, mail services, internet browsing, security services and content filtering.  
c. With the exception of infrastructure located on the Buyer Premises, the physical routing and location of infrastructure shall be under the sole control of the Supplier and designed in such a way as to maximise the potential of achieving or exceeding the required Service Levels for the Deliverables.
d. The provision of these Broadband Connectivity Services may require the Supplier to undertake additional infrastructure build.  Where the Supplier, either in their response to a Buyer Order Procedure or during Service delivery, puts any Additional Infrastructure Build Charges forward then the requirements detailed at paragraph 3.2.2 of this Schedule shall apply.
e. The Supplier’s responsibility for Service delivery and associated Service Levels shall be up to the Service Demarcation Point identified in the Buyer Site Description.  
f. The Supplier shall at all times provide the Deliverables to meet or exceed the Service Levels specified in the relevant Order Contract.
g. The Supplier shall provide Customer Support services to meet or exceed the requirements specified in the relevant Order Contract. Examples of typical Customer Support service levels are at Annex 4 to this Schedule.
Associated Buyer’s responsibilities
h. Each Buyer shall be responsible for providing a full and complete Buyer Site Description for each Buyer Site, which shall include the information set out at Annex 2 to this Schedule, notwithstanding the Supplier’s obligations in respect of Due Diligence Information under the Order Contract.
i.    The Buyer shall be responsible for providing access to the Buyer Site or Sites at a time or times and in such a way as agreed between the Buyer and the Supplier.
3.2 Service Type 2 – Infrastructure Build
3.2.1 General requirements
a. The intent of this Service Type is for the Supplier to provide the Buyer with the necessary technical and commercial environment such that the Buyer can, independent to their Order Contract, gain access to Gigabit Capable Connectivity Services through existing wholesale and retail supply chains at standard market rates and without incurring Additional Infrastructure Build Charges beyond those covered by their Order Contract.    
b. The Supplier shall be responsible for the provision and subsequent maintenance of any telecommunication infrastructure and associated commercial activities required to provide the Buyer Site or Sites as specified in the relevant Order Contract with access to Gigabit Capable Connectivity Services through existing market channels for a period of not less than 5 years from the date of completion of the Infrastructure Build.
3.2.2	Specific Requirements relating to Infrastructure Build
Classification of Build Activity
a. On-site Build Activity or Activities shall be defined as all activities undertaken by the Supplier to meet the requirements of an Order Contract where the:
i. Supplier requires access to the Buyer Site or Sites; 
ii. The Supplier requires a wayleave from the Buyer; or 
iii. Where the Supplier requires some other additional support requested in writing and agreed by the Buyer on or before the Start Date of the Order Contract.  
b. Off-site Build Activity shall be defined as all activities undertaken by the Supplier to meet the requirements of an Order Contract that are not deemed On-site Build Activities.   
c. Any reclassification of Build Activity will be agreed using the Variation Procedure in accordance with Clause 24 of the Core Terms.
Off-site Build Activity
d. All Off-site Build Activity shall at all times remain the sole responsibility of the Supplier.
e. The Supplier shall be required to deliver all Off-site Build Activity using industry-standard practices and to meet or exceed the delivery lead times contracted with the relevant Buyer.  
On-site Build Activity
f. Where the Supplier is required to carry out On-site Build Activity, in addition to the requirements for Off-site Build Activity, the following additional requirements shall apply:
i. The Supplier shall ensure that all attendance on Site constitutes planned On-site Build Activity.  
ii. Where the Supplier requires unplanned access to the Buyer Site, the Supplier shall provide the Buyer with as much notice as practicably possible, and in any event in accordance with the Buyer’s security requirements,.  The Buyer shall use reasonable endeavours to facilitate such requests.
iii. Where the Supplier needs to undertake works activity on a Buyer Site the Supplier shall undertake all such works and subsequent reinstatement activities in line with any documented policies, procedures and standards as provided by the Buyer to the Supplier and at all times to good industry standards.
Buyer Responsibilities
g. The Buyer shall be responsible for providing a full and complete Buyer Site Description for each Buyer Site, such requirement to be deemed as satisfied upon provision of the information specified at Annex 2 to this Schedule, notwithstanding the Supplier’s obligations in respect of Due Diligence Information under the Order Contract.
h. The Buyer shall be responsible for providing access to the Buyer Site or Sites at a time or times and in such a way as agreed between the Buyer and the Supplier.
i.    Where the Supplier has proposed Additional Site Requirements in the Supplier Solution and the Buyer has agreed to these requirements, the Buyer shall be responsible for meeting these additional requirements.
Additional Supplier Responsibilities
j. 	The Supplier shall be responsible for all aspects of the design, routing, equipment and provisioning of the Deliverables.
[bookmark: _DV_M96]Standards
k. The Supplier shall ensure that any new telecommunication infrastructure built to meet the Deliverables of an Order Contract shall as a minimum comply with the Standards listed in Annex 3 to this Schedule.
Ownership of assets
l.    Any and all equipment and telecommunication infrastructure provided by the Supplier to fulfil the obligations of an Order Contract shall remain the property of the Supplier at all times unless proposed otherwise in the Supplier Solution or agreed subsequently in writing by both parties.
[bookmark: _DV_M95][bookmark: _DV_M75][bookmark: _DV_M76]
3.3 Service Type 3 Managed Infrastructure Services
3.3.1	Overview
a. The intention of this Service Type is to provide a Buyer Site or Sites with direct access to telecommunications infrastructure between two specific locations.   
b. The Supplier shall grant to the Buyer an Indefeasible Right of Use to allow access to the telecommunication infrastructure between the pairs of Buyer Sites as specified in the relevant Order Contract.
c. The Supplier shall be responsible for the provision and subsequent maintenance of any telecommunication infrastructure and associated commercial activities required to provide the relevant Buyer Site or Sites with access to the Managed Infrastructure Services as further defined in the Indefeasible Right of Use.

3.3.2	Buyer Responsibilities
a. The Buyer shall be responsible for providing a full and complete Buyer Site Description for each Buyer Site, such requirement to be deemed as satisfied upon provision of the information specified at Annex 2 to this Schedule, notwithstanding the Supplier’s obligations in respect of Due Diligence Information under the Order Contract.
b. The Buyer shall be responsible for providing details of the parenting arrangements for each site in terms of where the Managed Infrastructure Services should be terminated, such detail to include a fully completed Buyer Site Description for pairs of Sites requiring connectivity.
c. The Buyer shall be responsible for providing access to the Buyer Site or Sites at a time or times and in such a way as agreed between the Buyer and the Supplier.
d. Where the Supplier has proposed Additional Site Requirements in the Supplier Solution and the Buyer has agreed to these requirements, the Buyer shall be responsible for meeting these additional requirements.

3.3.3	Access to Telecommunication infrastructure
a. The Supplier shall provide the necessary telecommunication infrastructure to facilitate the connectivity requirements of the Buyer between the pairs of Buyer Sites to include:
i. A clear and unobstructed ducted route between the two Buyer Sites as per the Supplier Solution;
ii. Duct access, either through chambers, footway boxes or such other access method as documented in the Supplier Solution;
iii. Such access to be provided every 200m or such other distance as documented in the Supplier Solution;
iv. Access to one or more fibre pairs along the route between each pair of sites as required by the Order Contract;
3.3.4	Specific Requirements relating to Infrastructure Build
a. Where the Supplier Solution requires infrastructure build, the relevant provisions of paragraph 3.2.2 above shall apply in full.  
b. Where the Supplier Solution in part relies on existing infrastructure, either belonging to the Supplier or a third party, then the minimum standard identified in Annex 3 to this Schedule shall apply, and the Supplier shall at all times remain responsible for the provision of the Deliverables.
3.3.4	Right of Use
a. On completion of the infrastructure build, or in the case of staged delivery, on completion of each tranche of Infrastructure build, the Supplier shall grant an Indefeasible Right of Use to the Buyer for that telecommunication infrastructure as included in the Supplier Solution.
b. For the avoidance of doubt, any such Indefeasible Right of Use shall include the following provisions or equivalent to the satisfaction of the Buyer:
i.	Provision for access to the telecommunication infrastructure by the Buyer or named and nominated agencies, sub-contractors or service providers for a period no less than the term specified in the Order Contract;
ii.	Clear identification of any restrictions to staff, access and use of the telecommunication infrastructure
4.	Security
4.1	Notwithstanding any other obligations contained in any Order Contract the Supplier shall at all times satisfy the following security requirements:
4.1.1	The Supplier shall be required to have their own security operating procedures that shall be made available to the Relevant Authority to provide assurance of data security. 
4.1.2	The Supplier shall ensure that the Relevant Authority’s information and data (electronic and physical) shall be collected, held and maintained in a secure and confidential manner.
4.1.3	The Supplier shall ensure appropriate security standard, controls and measures in place such as access to premises.   
[bookmark: _heading=h.3tbugp1]4.1.4	The Supplier shall provide secure premises for all individual Order Contracts awarded under the DPS Agreement, which meet the relevant Buyer’s individual security requirements. 
4.1.5	The Supplier shall ensure that any suspected or actual security breaches are reported to the Relevant Authority immediately.  
4.1.6	The Supplier shall provide details of their personnel security procedures and upon request by Buyers, details of all personnel that they intend to use in the provision of the Deliverables.  
4.1.7	The Supplier shall ensure that the Relevant Authority’s information and data is secured in a manner that complies with the Government Security Classification Policy rating.  
4.1.8	The Supplier shall ensure that the Government Security Classification Policy rating is also applied when information and data is transmitted across all applicable networks and/or in line with the Relevant Authority’s requirements. 
For information, the Government Security Classification 2014 may be accessed here:  
https://www.gov.uk/government/publications/government-security-classifications
4.1.9	A wide variety of non-secure, OFFICIAL, PSN accredited and HSCN compliant and enhanced security requirements may transpire throughout the duration of the DPS Contract.
4.1.10	Suppliers are expected to achieve and maintain appropriate security accreditation of the Deliverables as may be required by CCS and Buyers, in the case of the latter in accordance with Order Schedule 9.
4.1.11	Where the Deliverables are PSN Services they will comply with relevant PSN standards and processes, as described on the PSN website https://www.gov.uk/government/groups/public-services-network (“PSN Standards”)
4.1.12	Where the Deliverables are HSCN Connectivity Services the Supplier shall comply with the HSCN obligations and processes described in the following documents on the HSCN website https://www.digital.nhs.uk/health-social-care-network/connectivity-suppliers
(A)      HSCN Compliance Operating Model
(B)      HSCN Obligations Framework
(C)      HSCN CN-SP Service Management Requirement Addendum
(D)      CN-SP Deed
(E)      HSCN Mandatory Supplemental Terms

5.	Vetting of Supplier Staff 
5.1	Clause 7.1 of the Core Terms notwithstanding, the Supplier shall ensure that all Supplier Staff vetting procedures, under individual Order Contracts comply with the British Standard, Security Screening of Individuals Employed in a Security Environment – BS 7858:2012 or agreed equivalent, unless otherwise specified by Buyers. 
5.2	The Supplier shall where applicable provide details of its Supplier Staff security procedures to Buyers and contact details of all Supplier Staff who will be involved in the delivery of the Services, when requested by Buyers.
6.	Sustainability
6.1	Without prejudice to the Supplier’s obligations under Joint Schedule 5, the Supplier shall, where requested by Buyers, work with them to identify opportunities to introduce innovation, reduce cost and waste and ensure sustainable development is at the heart of their operations. 
6.2	The Supplier shall ensure that they consider the relevance of sustainability at all lifecycle stages of the Deliverables provided under this DPS Contract including minimisation of negative impacts and the maximisation of positive impacts on society and the environment.
6.3	The Supplier shall, where applicable, ensure that in providing the Deliverables it does so in such a manner as to minimise any negative impact on the environment.  
6.4	The Supplier shall work proactively with Buyers in relation to the provision of Deliverables, which includes but is not limited to, the following areas: 
●	noise reduction; 
●	removal of unwanted consumables; 
●	heat production reduction in confined spaces. 
6.5	The Supplier shall be responsible, where applicable, for the collection and disposal of all packaging, materials and redundant or replacement spare parts in accordance with WEEE Regulations which can be accessed via the following link:  
	http://www.legislation.gov.uk/uksi/2013/3113/contents/made
6.6	The Supplier shall, where applicable, take steps to encourage the reuse of any WEEE generated in the provision of Deliverables as promoted by the WEEE Directive.  
6.7	The Supplier shall demonstrate their full re-use or recycling streams upon request from Buyers.
7.	Social Value
7.1	Without prejudice to the Supplier’s obligations under Joint Schedule 5 the Supplier shall identify any Social Value options which are appropriate to Buyers as part of any Order Procedure. Any Social Value options selected by Buyers at the point of Order Contract award, shall be in accordance with the Government’s Social Values which are current at that point in time. 
7.2	The Supplier shall complete annual Corporate Social Responsibility (CSR) assessments upon request from Buyers. 
For more information on Social Value please see the following link https://www.gov.uk/government/publications/social-value-act-introductory-guide
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Annex 2 - Template Buyer Site Description
A Buyer Site Description shall be deemed to be complete if and when all of the information within this Annex has been made available to the Supplier for each and all of the Site or Sites falling within the Requirements:
General site details
i. Site ID
ii. Site name
iii. Site address
iv. Site postcode
v. Site location (either x and y coordinates from a recognised schema and /  or UPRN or equivalent)
vi. Brief description of the type of site and  / or activity that takes place at this site
Service delivery details
vii. Service Delivery Point:  This is the exact location (room name or number, wall or cupboard etc.) where the Buyer expects to connect any network or IT equipment to the Supplier Solution and is usually the location of any on-site Customer Premises equipment such as patch panels, wall boxes and / or computer racking.
viii. Service Demarcation Point:  The point to which Service Levels will be measured.  Usually this will be the same as the Service Delivery Point although the Supplier Solution may identify or propose alternate Service Demarcation Points.
Access to Site – Any additional conditions and restrictions
ix. Is this a multi-building site and / or multi occupancy site?  If yes, the Buyer must provide sufficient additional detail to aid the Supplier or the Supplier’s agents to locate and access the Service Delivery Point.  
x. Days of week when access is or is not permissible;
xi. Times of day when access is or is not permissible;
xii. Any other weeks, days or times when access to the site is not permissible;
xiii. Who to contact when arranging to visit the site: Name, Job title, phone number, back-up contact (optional);
xiv. Security checks required when attending on site





Annex 3 – Standards for Infrastructure Build
Where the standards for service delivery are not specified here the Supplier shall at all times conform to recognised industry standard practices.

	Area
	New Infrastructure
	Existing infrastructure and extensions to existing infrastructure

	Provision of glass fibre
	ITU-T G.655 or equivalent
	ITU-T G.652 or equivalent

	Ducts
	
	

	
	
	

	
	
	





ANNEX 4 – Typical Customer Support Requirements

	Support level 

	Basic: Telephone answering as a minimum to be from Monday to Friday, 9am to 5pm, excluding bank holidays and best endeavours fault resolution

	Intermediate:  Telephone answering as a minimum to be from Monday to Friday, 8am to 6pm, excluding bank holidays with fault logging, ticketing, tracking, active updates to the Buyer every 6 hours and target resolution to be within 2 working days.


	Full:  Telephone answering 365 days per year, 24 hours per day with fault logging, ticketing, tracking, active updates to the Buyer every hour and target resolution to be within 4 hours.


	Buyer defined in accordance with schema below;

		Telephone support to be one of:
	Fault resolution to be one of:

	None
	Best endeavours

	Specified days each week and hours each day
	Fault logging and closure reporting

	Specified days, 24 hours each day
	Ticketing with pro-active reporting and updates

	Specified hours, 365 days each year
	Ticketing with pro-active reporting and updates plus Fault Resolution Targets specified in days or hours by the Buyer
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